AVVISO PUBBLICO DI SELEZIONE PER IL CONFERIMENTO DELL'INCARICO DI

RESPONSABILE DELLA PROTEZIONE DEI DATI

Il Comune di Ottaviano intende avviare una selezione pubblica per l'individuazione di un

professionista a cui conferire l'incarico di responsabile della protezione dei dati ai sensi
degli articoli 37, 38 e 39 del regolamento (UE) 2016/679.

1.

Attivita oggetto dell’incarico

Il professionista selezionato, ai sensi dell’articolo 39, paragrafo 1 del regolamento (UE)

2016/679, sara incaricato di svolgere i seguenti compiti:

a)

b)

d)

e)

informare e fornire consulenza al titolare del trattamento o al responsabile del
trattamento nonché ai dipendenti che eseguono il trattamento in merito agli
obblighi derivanti dal regolamento (UE) 2016/679 nonché da altre disposizioni
dell'Unione europea o nazionali relative alla protezione dei dati;

sorvegliare l'osservanza del regolamento (UE) 2016/679, di altre disposizioni
dell'Unione europea o nazionali relative alla protezione dei dati nonché delle
politiche del titolare del trattamento o del responsabile del trattamento in
materia di protezione dei dati personali, compresi |attribuzione delle
responsabilita, la sensibilizzazione e la formazione del personale che partecipa ai
trattamenti e alle connesse attivita di controllo;

fornire, se richiesto, un parere in merito alla valutazione d'impatto sulla
protezione dei dati e sorvegliarne lo svolgimento ai sensi dell'articolo 35 del
regolamento (UE) 2016/679;

cooperare con l'autorita di controllo;

fungere da punto di contatto per I'autorita di controllo per questioni connesse al
trattamento, tra cui la consultazione preventiva di cui all'articolo 36 del
regolamento (UE) 2016/679, ed effettuare, se del caso, consultazioni

relativamente a qualunque altra questione.

Inoltre, al responsabile della protezione dei dati verra richiesto di svolgere ogni altra

attivita attribuita alla sua competenza dai regolamenti istituzionali interni e dalla

normativa nazionale e dell’'Unione europea, nonché di prestare assistenza e consulenza

in questioni concernenti - anche solo trasversalmente - la materia della



protezione dei dati, quali, a mero titolo di esempio, richieste di accesso agli atti
implicanti profili di protezione dei dati personali, le segnalazioni di illecito in materia di
tutela della vita privata e protezione dei dati personali e sicurezza delle reti e dei sistemi
informativi.

Al responsabile della protezione dei dati verra richiesto di relazionare almeno
annualmente al Titolare del trattamento in ordine al lavoro svolto, alle iniziative da
intraprendersi ed ai profili di criticita su cui & necessario intervenire.

E richiesto, inoltre, un coordinamento continuo e strutturato con ciascun Responsabile
di Settore al fine di garantire che tutti i procedimenti e le attivita svolte nell’'ambito della
propria competenza siano conformi alla normativa. A tal proposito, all’inizio dell’incarico,
il professionista selezionato dovra interfacciarsi con ciascun Responsabile al fine di

effettuare un monitoraggio delle principali attivita svolte nel Settore di competenza.

2. Requisiti minimi per la partecipazione alla selezione

Il professionista, al fine della presentazione della propria candidatura, deve esser in

possesso quantomeno dei seguenti requisiti:

a) essere in possesso della cittadinanza italiana o di uno degli Stati membri dell'Unione
europea;

b) non essere stato condannato, con sentenza passata in giudicato, per qualsiasi reato
non colposo, per il quale non sia intervenuta la riabilitazione, di cui al Capo I,
Sezione III del D.Lgs. 231/2001

c) non aver esercitato, nei tre anni antecedenti, quale dipendente di una pubblica
amministrazione, poteri direttivi e negoziali, per conto dell’lamministrazione di
appartenenza, verso il Comune di Ottaviano, ai sensi dell’articolo 53, comma 16-ter
del D.Lgs. 165/2001;

d) non versare in una situazione, anche potenziale, di conflitto di interessi con Il
Comune di Ottaviano;

e) conoscenza specialistica documentata della normativa e delle prassi in materia di
protezione dei dati;

f) comprovata esperienza nell’assolvimento dei compiti indicati all’articolo 39,
paragrafo 1 del regolamento (UE) 2016/679.
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3. Criteri di valutazione

L'esame delle candidature sara demandato ad una apposita commissione, composta

da tre membri interni.

I curricula pervenuti saranno comparati secondo la tabella di valutazione di seguito

riportata.
Titolo di studio PUNTI
A. Laurea magistrale o specialistica in giurisprudenza
(LMG/01) / sicurezza informatica (LM66) / ingegneria 10
informatica (LM32) ed equipollenti (solo una
valutabile)
B. Altra laurea magistrale o specialistica (in assenza del 3
titolo di studio di cui alla lettera A)
Formazione post-laurea PUNTI

C. Dottorato di ricerca, master e corsi di perfezionamento
universitario in materia di protezione dei dati,

sicurezza delle informazioni, informatica giuridica

4 per oghuno
Max 12

D. Corsi di formazione/specializzazione non universitari in

materia di protezione dei dati, sicurezza delle

3 per oghuno

. o o Max 6
informazioni, informatica giuridica
E. Altri titoli di studio post-laurea aventi ad oggetto 5
materie inerenti I'attivita della pubblica amministrazione
(solo uno valutabile)

Precedenti esperienze PUNTI
F. Esperienza comprovata come responsabile della 5 per ogni
protezione dei dati presso altri enti locali o pubbliche . .

I - incarico
amministrazioni
Max 15

G. Esperienza come consulente in materia di protezione
dei dati o come addetto ad uffici interni
(legale/compliance/privacy) di enti o aziende o come
avvocato con focus specifico in materia protezione
dati con competenza in materia di protezione dei dati

e/o sicurezza delle informazioni

3 per ogni anno
di esperienza
Max 18
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Certificazioni ed abilitazioni PUNTI

H. Certificazione UNI CEI EN 17740:2024 (profilo DPO)

oppure IAPP CIPP/E o CIPM (solo una valutabile) 15
I. Abilitazione all’'esercizio della professione di avvocato 5
o di ingegnere dell’informazione (solo una valutabile)
Pubblicazioni e docenze PUNTI

J. Pubblicazioni / articoli / docenze in materia di
. . o . L 3 per ognuna
protezione dei dati, sicurezza delle informazioni,

. o Max 9
informatica giuridica
Curriculum vitae PUNTI
K. Valutazione complessiva del curriculum vitae del
Finoas
candidato da parte della commissione
TOTALE 100

4. Invio delle candidature
I soggetti interessati a proporre la propria candidatura dovranno far pervenire domanda
come da allegato “A”, corredata da curriculum vitae completo ed esaustivo, unitamente
all’autocertificazione ai sensi DPR 445/2000 attestante la veridicita delle informazioni ivi
contenute.
La domanda di partecipazione dovra pervenire, a pena di esclusione, tramite posta
elettronica certificata all’'indirizzo contenzioso.ottaviano@pec.it, entro e non oltre le
ore 12:00 del 05 febbraio 2026.
Nell’oggetto del messaggio PEC sara necessario specificare “AVVISO PUBBLICO DI
SELEZIONE PER IL CONFERIMENTO DELL'INCARICO DI RESPONSABILE DELLA
PROTEZIONE DATI".
Si precisa, inoltre, che la scelta sara fatta ad insindacabile giudizio della commissione

appositamente nominata.
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I candidati dipendenti di una pubblica amministrazione dovranno essere autorizzati
dall’'amministrazione di appartenenza e la stipula del contratto sara subordinata al
rilascio di detta autorizzazione.

Le domande redatte in modo imperfetto, incompleto, condizionato o comunque non
conformi alle prescrizioni del presente avviso saranno considerate nulle e

comporteranno I'automatica esclusione dalla procedura.

5. Durata dell’incarico
L'incarico avra durata di tre anni, a decorrere dal 1° dicembre 2026; & escluso il rinnovo
tacito alla scadenza.
Il Comune di Ottaviano si riserva, comunque, la facolta di non conferire alcun incarico
qualora venisse meno l'interesse o nel caso in cui nessuna delle candidature pervenute
fosse ritenuta idonea rispetto alle sue esigenze.
Si procedera al conferimento dell’incarico anche in presenza di una sola candidatura,

purché ritenuta valida.

6. Compenso
Per I'espletamento dell'incarico di responsabile della protezione dei dati sara riconosciuto
un compenso lordo a valere sul triennio di € 11.500,00, comprensivo di oneri
previdenziali e IVA come per legge se dovuto.

Il compenso sara corrisposto in tre rate, al termine di ogni anno solare di incarico.

7. Modalita di svolgimento dell’incarico

L'attivita potra essere svolta presso la sede dell'incaricato.

Gli incontri inizialmente fissati per il monitoraggio e l'avvio dell’attivita dovranno
svolgersi in presenza presso la Casa Comunale.
Resta inteso che, in caso di particolare necessita espresse, l'incaricato dovra garantire

la propria presenza presso la sede dell’Ente.
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8. Conferimento dell’incarico
L'Ente conferira l'incarico di responsabile della protezione dei dati all’esito della presente
procedura mediante decreto Sindacale e apposita determina di conferimento.
L'accertata non veridicita delle dichiarazioni rese comportera, fatte salve ulteriori azioni
di cui alla relativa normativa, l'interdizione dalla selezione in oggetto.
L’Ente si riserva la facolta di sospendere, prorogare, interrompere, modificare o revocare
in qualsiasi momento il presente Avviso e/o il conferimento del relativo incarico, senza

che possa essere avanzata alcuna pretesa.

9. Pubblicazione

Il presente avviso € pubblicato sul sito istituzionale ed all’albo pretorio.
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